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POLICY ON THE PROCESSING AND PROTECTION OF PERSONAL DATA  

  
As Brisa Bridgestone Sabancı Las3k Sanayi Ve Ticaret  A.Ş. (“Brisa”, “we” or “Company”), we prepared this Policy 
on the Processing and Protec3on of Personal Data ("Policy") for the purpose of informing the persons of whom 
personal data are processed by our Company pursuant to the Personal Data Protec3on Law No. 6698 (“Law”) 
and the applicable legisla3on.   
  
We aOach importance to the protec3on of your personal data and we value the trust you place in us. For this 
reason, in this Policy, Brisa explains the general principles implemented about the processing of personal data 
in the course of its ac3vi3es and opera3ons.  
  

I.  Scope of the Policy   
  
The Policy applies to all real persons, and employees and authorized representa3ves of legal persons of whom 
personal data are processed by us, such as our customers, business partners, suppliers, dealers, prospec3ve 
employees. Issues regarding the processing of personal data of Brisa employees are addressed in a separate 
Policy on Processing and Protec3on of the Personal Data of Employees, and this Policy does not apply to the 
processing of personal data of Brisa employees. However, the data of legal en33es are not included in the 
scope of this Policy as the informa3on of legal en33es is not considered as personal data within the scope of 
the Law.  
  

II.  Revision of the Policy  
	 
Brisa reserves the right to revise the Policy whenever necessary by publishing the new version on its website. 
We therefore recommend that you check the latest version of the Policy by visi3ng our website from 3me to 
3me or request it from us at any 3me. You can find the last revision date in the Policy you are reviewing in the 
"General Informa3on About the Document" sec3on on the first page of the Policy.  
  

III.  Defini6ons   
	 
The defini3ons in this Policy are used as provided below:  
  
Explicit consent: means consent based on informa3on and expressed with free will in connec3on with a 
specific maOer,   
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Relevant person or data subject: refers to a real person whose personal data are processed;  
Personal data: means all kinds of informa3on pertaining to a real person of whom iden3fica3on details are 
known or unknown,  
Processing of personal data: All kinds of processes performed about personal data obtaining, storing, 
archiving, recording, modifying, edi3ng, disclosing, transferring, taking over personal data, making them 
accessible, classifying or preven3ng the use of personal health data through fully automa3c or par3ally 
automa3c or non-automa3c ways provided that they are a part of a data storage system,  
Board: Personal Data Protec3on Board,  
Authority: refers to the Personal Data Protec3on Authority,  
Data processor: refers to a real or legal person processing personal data based on the authoriza3on given by 
and in the name of the data controller;  
Data controller: refers to a real or legal person who is responsible to determine the objec3ves and means of 
processing personal data, establishes, and manages the data reten3on system.  
  
It is accepted that the defini3ons not included herein are used as they are defined in the Law and the applicable 
legisla3on.  
  

IV.  Data Controller  
	 
Brisa acts as the data controller according to the Law in many processes related to your personal data. As the 
data controller, we determine the purposes and means of processing your personal data.  
  
In some personal data processing ac3vi3es, we may also have business partners that we jointly act as data 
controllers. For example, our business partner may also process your personal data for its own purposes as a 
data controller in case we organise a joint campaign with our business partner. This Policy informs you about 
the purposes and means of Brisa's data processing and we recommend that you check the policies of other 
data controllers on their websites in order to have informa3on about how other data controllers process your 
personal data.  
  

V.  Purposes of Processing Personal Data  
  
We inform you about these purposes before we collect your personal data or at the latest when we contact 
you for the first 3me a`er we receive your personal data and, we ask for your explicit consent where necessary. 
We process your personal data for the purposes set out in this Policy.  
  
Your personal data are processed in the form and for the purposes provided below.  
  

 A. Your Personal Data Processed within the Scope of Communica:on Services  
  
Some data about you are processed through the "Communica3on Services" channels we have created in order 
to provide you with beOer service and for purposes such as benefi3ng from our products and services, 



	 

4	 
	 

resolving your requests/complaints and recommenda3ons, providing informa3on, processing your 
applica3ons.  
  

1- Processing of Your Personal Data through Our Call Centres  
  

Your personal data that you transfer to us such as your iden3ty informa3on such as name, surname, Turkish 
ID number, mobile phone number, contact informa3on such as e-mail, request/complaint details are 
processed when you call our call centre numbers related to our brands such as Bridgestone, Lassa, 
Otopra3k, Las3k.com.tr or when we contact you through these channels.  

  
These personal data are processed for purposes such as conduc3ng company/product/service loyalty 
processes, conduc3ng communica3on ac3vi3es, conduc3ng customer rela3onship management 
processes, conduc3ng ac3vi3es for customer sa3sfac3on, organisa3on and event management, 
conduc3ng social responsibility and non-governmental ac3vi3es, pursuing legal claims, conduc3ng 
contract processes, following up requests/complaints, conduc3ng marke3ng processes of 
products/services, ensuring that data is accurate and up-to-date, and for similar other purposes. 
  

The processing of your personal data for the purposes specified herein is based on the legal grounds of the 
execu3on or performance of an agreement between you and us, complying with our legal obliga3ons, the 
establishment, exercise or protec3on of a right, or the legi3mate interests of our Company. We seek your 
explicit consent for the processing of your data in the absence of at least one of these legal grounds.  
  

2- Processing of Your Personal Data through Our Websites  
  
Your informa3on such as name, surname, e-mail, mobile phone, address, request/complaint informa3on 
may be collected and processed through the contact forms on the websites of our Company and our 
brands. 

  
Some of our websites ask if you would like to be informed about our campaigns. If you indicate that you 
would like to be informed about our campaigns, we process the iden3ty and contact informa3on you 
provide to us for the purposes of informing you about our campaigns, discounts, new products, and deals. 
At any 3me, you may withdraw your consent provided to receive news from us and our campaigns.  
  
Some of our websites have live help sec3ons. Your personal data such as your mobile phone number, 
request/complaint informa3on are collected through live help.  
  
The mail address you provide in the e-mails you send to the info/info e-mail addresses of our websites and 
your personal data you share in the content of your e-mail are processed. 
  
On our websites that use cookies, some of your personal data such as your usage habits, your likes, your 
frequency of visi3ng the page are collected through the cookies used. For detailed informa3on about the 
cookies used and what you need to do to remove cookies, we recommend that you take a look at the 
Cookie Policy of the relevant site.  
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Your personal data collected through our websites are processed for the performance of communica3on 
ac3vi3es, planning and processing of requests, complaints and informa3on processes, execu3on of 
company/ product/ service loyalty processes, performance of communica3on ac3vi3es, execu3on of 
customer rela3onship management processes, execu3on of ac3vi3es for customer sa3sfac3on and similar 
purposes; based on the legal grounds of the execu3on and performance of an agreement, legal obliga3on, 
establishment, exercise or protec3on of a right or the legi3mate interests of our Company. 
  
  
  
  
  
3- Processing of Your Personal Data Through Our WhatsApp Support Line  
  
WhatsApp support lines have been created in order to provide support to you regarding the products or 
services you have purchased. Informa3on such as your mobile phone number, name, surname, 
request/complaint informa3on is processed when you contact us through these lines. 
  
Your personal data collected through our WhatsApp support lines are processed for the performance of 
communica3on ac3vi3es, planning and execu3on of requests, complaints and informa3on processes and 
similar purposes; based on the legal grounds of the execu3on and performance of an agreement, legal 
obliga3on, establishment, exercise, or protec3on of a right or the legi3mate interests of our Company. 
  
4- Processing of Your Personal Data Through Our Social Media Accounts  

  
Brisa publishes content on social media plahorms to reach exis3ng and poten3al customers through both 
"organic" and "paid" methods. 
  
"Organic methods" means that the social media content appears on your social media content due to the 
publica3on of the social media content on Brisa's own page(s) on the social plahorm or due to your 
following Brisa's social media accounts. For example, following Brisa's Instagram page.  

  
"Paid methods" refers to the display of social media content to users who generally do not follow Brisa's 
own page(s). For example, showing adver3sing posts in your TwiOer feed.  
  
In addi3on, you can share your personal data such as name, surname, username, e-mail address, telephone 
and/or mobile phone number, request/complaint informa3on when you contact us through our social 
media accounts such as TwiOer, Facebook, Google Plus, Instagram. In this case, your personal data in 
ques3on are processed for the purposes of execu3on of company/product/service loyalty processes, 
carrying out communica3on ac3vi3es, execu3on of customer rela3onship management processes, 
carrying out ac3vi3es for customer sa3sfac3on, following up legal requests, execu3on of agreement 
processes, planning and/or execu3on of the processes of crea3ng and/ or increasing loyalty to the products 
and/ or services offered by the Company, following up requests/ complaints, ensuring that the data is 
accurate and up-to-date; based on the legal reasons for the execu3on or performance of an agreement, 
legal obliga3on, establishment, exercise or protec3on of a right or the legi3mate interests of our Company. 
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Please note that Brisa does not have direct access to your personal data in your social media accounts. 
However, Brisa is not responsible for the processing and protec3on of your personal data and data security 
policies of social media providers. For detailed informa3on on how these organisa3ons use your personal 
data, we recommend that you check their privacy policies on their websites.  
  
  
  

  
 B. Processing of Personal Data of the  Authorised Representa:ve and/or Employees 
of our Dealers 
	 
If you have applied to become a dealer of Brisa, some informa3on is requested from you in order to process 
your applica3on. Applica3ons to become a dealer may be made through the websites of Brisa or our brands 
or by direct delivery of documents.  
  
The personal data processed by applicants and authorized representa3ves and employees of a dealer may vary 
depending on the process, but in general, your personal data such as name, surname, address, mobile phone, 
3tle, user name, logs, transac3on security informa3on such as IP informa3on, instruc3ons and records related 
to them, Turkish ID number, informa3on contained in the signature circular, your instruc3ons and records, 
training informa3on are processed.  However, even though the informa3on belonging to legal en33es is not 
accepted as personal data, if our dealers are sole proprietorships, your personal data such as IBAN, account 
no., receivable and payable balance, financial transac3on informa3on are also processed. 
  
Your personal data men3oned under this heading as well as your call centre record are kept when you contact 
us via our dealer support line.  
  
Your personal data in ques3on are processed for the following purposes based on the legal grounds of the 
execu3on or performance of the contract, legal obliga3on, establishment, exercise, or protec3on of a right and 
Brisa's legi3mate interests:  
  

- Performance of communica3on ac3vi3es,  
- Ensuring security of Brisa opera3ons;   
- Monitoring and/or inspec3ng business ac3vi3es of a dealer's employees,   
- Planning and implemen3ng business opera3ons,   
- Follow up of requests/ complaints,  
- Ensuring accuracy and up-to-datedness with the data,   
- Planning and/or  implemen3ng corporate governance ac3vi3es,   
- Conduc3ng adver3sement/ campaign/ promo3on processes,   
- Execu3on of customer rela3ons management processes;  
- Execu3on of goods/service produc3on and opera3on processes,  
- Performance of finance and accoun3ng opera3ons;  
- Pursuing and implemen3ng legal procedures;  
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- Execu3on of risk management processes,   
- Ensuring compliance of opera3ons with the applicable legisla3on;  
- Planning and/or implemen3ng ac3vi3es on efficiency/ effec3veness and/ or expediency analyses on 

business opera3ons,    
- Planning and implemen3ng market research ac3vi3es for the sale and marke3ng of products and 

services,    
- Performance of audit/ ethics ac3vi3es,   
- Execu3on of processes for product/ service marke3ng  
- Execu3on of access authoriza3ons,   
- Performance of reten3on and archive ac3vi3es,  
- Performance of internal audit/ inves3ga3on/ intelligence ac3vi3es  
- Execu3on of commitment processes to the company/product/services,  
- Organiza3on and event management,  
- Performance of training ac3vi3es,  
- Conduc3ng logis3cs ac3vi3es,  
- Execu3on of goods and services procurement and a`er-sales support processes,  
- Planning and execu3on of corporate communica3on ac3vi3es.  

	 

 C. Processing Personal Data of Sub-Employer's Authorised Representa:ve and/or 
Employees  
	 
If you are an authorized representa3ve or employee of companies that serve Brisa as a subcontractor, we are 
required to process your personal data due to the business rela3onship and some of our obliga3ons. We 
generally process your personal data for the following purposes:  
  

- Performance of communica3on ac3vi3es,  
- Planning and implemen3ng business opera3ons,  
- Organiza3on and event management,  
- Providing informa3on to competent persons, public ins3tu3ons and organiza3ons;  
- Planning and/or implemen3ng produc3on and/or opera3on processes  
- Planning and/or implemen3ng occupa3onal health and/or security processes   
- Performance of finance and accoun3ng opera3ons;  
- Pursuing and implemen3ng legal procedures;  
- Execu3on of risk management processes,  
- Implementa3on of agreement processes;  
- Management of affairs with sub-employers,    
- Planning and/or  implemen3ng corporate governance ac3vi3es,   
- Planning of human resources process;  
- Performance of internal audit/ inves3ga3on/ intelligence ac3vi3es  
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- Performance of obliga3ons that arise from applicable legisla3on concerning employees of 
subcontractors. 

	 

 D.  Processing of Personal Data of the Authorised Representa:ve and/or Employees of 
Suppliers & Business Partners   
  
We have some business partners and suppliers with whom we have entered into a business rela3onship in 
order to provide services and support to Brisa in certain maOers. In this context, we need to process some of 
your personal data to perform our mutual obliga3ons in the business rela3onship between us due to the fact 
that you are an employee or authorized signatory of these companies. For example, your personal data such 
as your e-mail address and telephone number are processed to contact you within the scope of the service we 
receive. If you are an authorized representa3ve or employee of our suppliers or business partners, your 
personal data is processed for the purposes of performing and supervising business ac3vi3es, performing 
communica3on ac3vi3es, conduc3ng finance and accoun3ng affairs, conduc3ng produc3on & service 
opera3on and sales processes, conduc3ng ac3vi3es in accordance with the legisla3on, and for similar purposes 
based on the legal reasons of legal obliga3on, execu3on or performance of an agreement and the legi3mate 
interest of Brisa.  

  

 E.  Processing of our Visitors’ Personal Data  
	 
Some of your personal data are processed within the scope of crea3ng and tracking visitor records before 
entering the relevant premises or when you enter the premises if you visit to Brisa buildings and facili3es as a 
visitor. Our personal data processing ac3vi3es in ques3on are provided below:  
  

1- Processing Your Personal Data by Keeping Internet Access Logs of Visitors  
  
Brisa is obliged to keep your internet access logs electronically in its own systems and keep them for two 
years when you connect to the Brisa internet network as a guest for internet access.  
  
Within the scope of this obliga3on, your personal data such as the start and end 3me of internet use, IP 
address, MAC address, web pages you visit, log records are recorded and stored by Brisa within your 
internet access logs. 
  
Brisa processes your personal data for the following purposes or similar purposes as provided below:  
  
- Ensuring compliance of opera3ons with the applicable legisla3on;  
- Pursuing and implemen3ng legal procedures;  
- Providing informa3on to competent persons, public ins3tu3ons and organiza3ons;  
- Ensuring the security of Brisa opera3ons, database, and internet access,  
- Establishing and opera3ng the infrastructure of informa3on technologies,  
- Planning and execu3on of informa3on security processes.  
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By keeping visitor internet access logs, your personal data is processed on the basis of legal reasons such 
as being expressly s3pulated in the law (Law No. 5651), legal obliga3on (Regula3on on Internet Mass Use 
Providers - Official GazeOe Date and Number:  11.04.2017, 30035), establishment, exercise or protec3on 
of a right (providing internet access to you as a visitor). 

  
2- Processing Your Personal Data by Keeping Camera Records  
  
Brisa buildings and facili3es are monitored by security cameras in order to ensure security. In this context, 
personal data of our visitors are processed by taking video recordings of our visitors by means of camera 
surveillance system at Brisa's building, facility entrances and inside the facility. 
  
Your personal data collected pursuant to the personal data processing ac3vity in ques3on are processed 
for purposes such as ensuring the security of Brisa premises, buildings and/or facili3es, crea3ng and 
tracking visitor records, providing informa3on to authorised ins3tu3ons in accordance with the legisla3on 
and on the basis of legal reasons such as the establishment, exercise or protec3on of a right, legi3mate 
interest and the necessity of data processing ac3vity for Brisa to perform its legal obliga3on. 

  

 F. Processing of Your Personal Data within the Scope of Job Applica:ons  
	 
You share some personal data with us when you apply for a job to join Brisa and become a part of our team. 
In this context, your personal data is transmiOed to us through the job applica3on channels on our websites, 
through the companies we receive support in the recruitment process or through other channels.  
  
Your personal data collected during job applica3on processes include your name, surname, address, 
telephone, e-mail, date of birth, place of birth, educa3onal background, foreign language knowledge, 
reference informa3on, informa3on on cer3ficates and professional qualifica3ons, informa3on contained in 
your CV, informa3on on your previous work experience. However, if you disclose it to us, your criminal record 
informa3on or health informa3on may also be processed from 3me to 3me. This informa3on is used to assess 
your suitability for the job (for example, whether your health condi3on is suitable for the relevant posi3on or 
whether your criminal record legally prevents you from working in certain jobs).  
  
Your personal data you disclose to us are processed for purposes such as conduc3ng recruitment processes, 
evalua3ng your suitability for the job, conduc3ng reference processes, conduc3ng human resources processes, 
conduc3ng the applica3on processes of employee candidates, and for the establishment, exercise or 
protec3on of a right, the establishment or performance of your employment contract, and the legi3mate 
interests of Brisa. 
	 

VI.  Principles on Processing of Personal Data  
  
As Brisa, we implement the following principles in all processes where we process your personal data and we 
process your personal data in accordance with these principles:  
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           A. Lawfulness and Fairness  
	 
We pay aOen3on to act in accordance with our obliga3ons in all applicable legal regula3on, especially the 
personal data protec3on legisla3on while processing your personal data.  
  
The review of personal data in accordance with the rule of good faith means the processing of your data for 
the purposes for which you disclosed your personal data to us, i.e. in a foreseeable manner on your part.  
  
In order to ensure compliance with this principle, Brisa informs you with this Policy and informa3on no3ces 
regarding your personal data, especially the purposes of processing your personal data, and acts in compliance 
with its legal obliga3ons.  
  

            B. Accuracy 
	 
You have the right to request correc3on of your personal data processed by Brisa in case of incomplete or 
incorrect processing. In accordance with this principle, our Company always keeps the channels open to ensure 
that the informa3on of the relevant person is accurate and up to date. You can find detailed informa3on about 
the channels you can reach us in the sec3on 3tled "XI. Your Rights within the Scope of Protec3on of Your 
Personal Data" of our policy.  
  
  
 C. Processing for Specific, Explicit and Legi:mate Purposes  
  
In parallel with the principle of compliance with the law and good faith principle, Brisa determines the 
purposes for which your personal data will be processed and informs you about these purposes. Thus, it aims 
to ensure that our personal data processing ac3vi3es carried out by our Company are understandable by you. 
In addi3on, while determining the purposes of processing personal data in accordance with the principle of 
processing for legi3mate purposes, we pay aOen3on to the fact that these purposes are related to the work or 
the services we provide.  
  

                  D. Propor:onality and Data Minimisa:on  
  
In its personal data processing ac3vi3es, Brisa considers whether the data it processes is suitable for the 
realisa3on of the purposes it determines and takes care not to process personal data that is not relevant or 
not needed for the achievement of the purpose. In accordance with the said principle, also known as the 
principle of data minimisa3on, our Company obtains sufficient data from you to fulfil the purpose of personal 
data processing; and does not process your personal data that is not necessary in this way.  
  

               E. Storage Limita:on  
  
Brisa takes the necessary technical and administra3ve measures to prevent unlawful processing of your 
personal data, prevent unlawful access to your personal data and ensure the appropriate level of security to 
ensure the protec3on of your personal data. In this context, Brisa retains your personal data by taking into 
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account the periods s3pulated in the legisla3on and the periods required for the purpose for which they are 
processed. Your personal data are destroyed by Brisa a`er the purpose of processing is no longer valid unless 
there is no other legal reason for us to keep them.  
  

VII. Legal Grounds for Processing Your Personal Data  
  
Brisa processes your personal data based on one or more of the legal grounds s3pulated in the Law. This sec3on 
of our policy aims to inform you about what these legal reasons may be.  
  
Race, ethnic origin, poli3cal affinity, philosophical view, religion, sect or other beliefs, clothing style, 
membership to any associa3on, founda3on or union, health, sexual preferences, criminal history and security 
measures as well as biometric and gene3c data are defined as special categories of personal data under the 
Law.  The legal grounds for processing your personal data differ due to the sensi3vity regarding special 
categories of personal data.  
  
  
 A.  Legal Grounds for Processing Special Categories of Personal Data:  
  
We process your special categories of personal data in the following case:  
  

- All your special categories of personal data other than health and sexual life are processed only in cases 
clearly s3pulated by law. According to this legal reason, if our ac3vity of processing your sensi3ve data 
is clearly stated in the law, then we may process your sensi3ve data without your explicit consent for 
the legal reason of "clearly s3pulated in the law". If there is no such explicit provision in the law, your 
explicit consent is asked for the processing of the personal data in ques3on.  
  

- We may process your personal data of special nature related to health and sexual life only by persons 
who are under the obliga3on of confiden3ality such as doctors, workplace physicians, pharmacists in 
cases where it is one of the purposes of protec3ng public health, preven3ve medicine, medical 
diagnosis, treatment and care services, planning and management of health services and financing. If 
one of these legal reasons is not available, it is asked whether you have explicit consent for the 
processing of the personal data in ques3on.  

  

  

 B.  Legal Grounds for Processing Your Other Personal Data  
	 
Except for your special categories of personal data, we rely on one or more of the following legal grounds in all 
other personal data processing processes:   
  

- It is expressly provided for by the laws. 
- Factual impossibility,   
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- Processing of your personal data is necessary for the execu3on of a contract between us or the 
performance of a contract between us,  

- Data processing is necessary for Brisa to perform its legal obliga3ons,  
- Data processing is necessary for establishing, exercising, or protec3ng any right;  
- Data processing is necessary for the legi3mate interests of Brisa,  
- In the absence of at least one of the above-men3oned legal grounds, your explicit consent provided to 

us.  
  
In case your explicit consent is not sought for the processing of your personal data, your personal data is 
processed for the purposes specified in this Policy on the basis of other legal grounds specified above.  
  
In case your personal data is processed based on your explicit consent, please note that you can withdraw your 
explicit consent at any 3me. In this case, your withdrawal of your explicit consent does not affect the lawfulness 
of the personal data processing ac3vi3es we have carried out based on your consent before the date of 
withdrawal.  
	 
VIII. Reten6on of Personal Data  
	 
We retain your personal data i) for the periods s3pulated in the applicable legisla3on (or any other period that 
we are legally required to retain for a longer period) or ii) for as long as necessary to provide you with our 
services and products or iii) for as long as required by the purposes for which we process your personal data. 
  
As Brisa, the reten3on periods of your personal data are reviewed periodically. According to these periods, 
your personal data is destroyed if there is no other legal reason that requires us to process it.  
  
If you no longer wish us to contact you, for example if you no longer wish to receive commercial 
communica3ons in order to be informed about campaigns, we will retain a minimum amount of informa3on 
about you. Keeping a minimum of informa3on in this way is necessary so that we can prevent you from being 
contacted in the future. Please note that in this case your previously stated wish for not being contacted may 
not be recognised if you request that we delete all informa3on about you and you wish to use our products or 
make use of our services at a later date. For this reason, along with your request for not being contacted, a 
minimum level of your personal data must be stored so that this request can be kept in our records.  
  

IX.  Transfer of Personal Data  
	 
In some cases, we are required to disclose your personal data to third par3es when we need to provide a 
service or deliver a product, or to help us improve your experience with us, or as part of our obliga3ons or 
legal obliga3ons under relevant agreements. "Third par3es" refers to par3es such as social media agencies, 
subcontractors, sponsors, business partners, suppliers, legally authorised public ins3tu3ons, manufacturers. 
These third par3es may be domes3c or abroad. In case we transfer your personal data to third par3es abroad, 
we ensure the transfer of your personal data in accordance with the Law, by taking the necessary legal ac3ons 
and in a secure manner. 
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We regulate our rela3onships regarding data transfer in order to ensure limited use of your personal data by 
the par3es with whom we share your personal data and to ensure data security. In the processes related to 
the transferring of your personal data, data transfer is generally carried out on the basis of legal obliga3ons, 
the establishment, exercise or protec3on of a right and the legi3mate interest of our Company in the course 
of its business ac3vi3es. In case one of these reasons and other legal reasons specified in the law is not 
available, your explicit consent is also required for the disclosure.  
  
Please note some of the sample processes regarding our disclosure of your personal data below:  
  

- Your personal data regarding your payment transac3on will be processed by a professional 
organisa3on(s) providing payment services in order to ensure the security of your payment when you 
make a payment transac3on through any of our websites. These payment ins3tu3ons have the 
necessary security standards in accordance with the relevant banking legisla3on and have obtained 
permission from the Banking Regula3on and Supervision Agency. If you have any ques3on about the 
security of your payment transac3ons, please contact us at kvk@brisa.com.tr .  
  

- We work with trusted partners and/or suppliers to support our business processes when we test and 
launch a new product or service.  In this context, we disclose your personal data to these service 
providers.  

  
- We share some of your personal data with legally authorised public ins3tu3ons within the scope of 

audit and inves3ga3on ac3vi3es.  
  

- From 3me to 3me, we may organise campaigns together with some organisa3ons. If you wish to 
par3cipate in these campaigns, your personal data is shared with our business partners with whom we 
organise the campaign, third par3es such as media organisa3ons and adver3sing agencies that 
promote the campaign within the scope of your consent.  
  

- We receive professional services from third party service providers to conduct sta3s3cal analyses and 
surveys to support our adver3sing and content produc3on efforts.  

  
In some cases, we work with business partners (such as agencies) to adver3se to groups of people with specific 
interests. We work with third par3es to iden3fy people who are interested in our products and services or, in 
some cases, in the products and services of our business partners.  
  
The collec3on, use and sharing of your personal data by third par3es in this way are explained in the policies 
of such third par3es. MaOers regulated in third party policies may differ from Brisa's Policy. For this reason, we 
remind you that Brisa is not responsible for the aforemen3oned third party policies, and we advise you to 
make sure that you have read and understood the policies of all applicable third par3es before disclosing your 
personal data to third par3es.  
  

X.  Security of Your Personal Data  
	 

mailto:kvk@brisa.com.tr
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We care about the security of your personal data and as Brisa, we implement the necessary policies and 
procedures to ensure that your personal data we process are stored reliably. In this context, we limit the 
persons who have access to your personal data and if there are third par3es to whom we transfer your personal 
data, we regulate our rela3onships with the necessary instruments to restrict the availability of your personal 
data and to ensure the security of your data.  
  
Below are the main administra3ve and technical measures we take for the security of your personal data:  
  

a) The authorisa3on of employees who access personal data to process the data is limited by their roles 
and responsibili3es.  

b) Registra3on and management of hardware, so`ware and network resources are carried out.  
c) Comprehensive data transfer agreements are made with third par3es to be posi3oned as data 

processors or with par3es with intensive data transfer.  
d) In case personal data is obtained by others through unlawful means, this situa3on shall be no3fied to 

the relevant person and the Board as soon as possible.  
e) Employees who process personal data are informed in order to understand their du3es and 

responsibili3es to ensure data confiden3ality. This informa3on is provided during the recruitment 
process and during the employment period.  

f) Access to databases and informa3on systems is controlled and authorised, and common user and 
password applica3ons are not allowed.  

g) An3-virus applica3ons are used to prevent security vulnerabili3es.  
h) System updates are made periodically for security reasons.  
i) Databases and informa3on systems traffic are protected by firewall and intrusion preven3on so`ware.  
j) Organisa3onal efforts are made for data backup and recovery, roles and responsibili3es are 

determined.  
k) Mobile/ portable devices are kept under record, and measures such as remote data dele3on are 

implemented when a possible the` or misuse is detected on these devices.  
l) Internal audits are carried out and personnel are assigned to ensure the con3nuity of all administra3ve 

and technical measures.    
  

XI  Your Rights within the Scope of Personal Data Protec6on  
	 
Regarding your personal data processed by Brisa as specified in the Policy, you have right to:  
  

1. Get informa3on whether your personal data is being processed and obtain informa3on about them if 
we are processing them,  

  
2. Get informa3on on the purpose of processing your personal informa3on and as to whether it was used 

in accordance with the purpose;  
  

3. Get informa3on on local and foreign third par3es who were transferred your personal data;  
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4. Request correc3on in case your personal informa3on is processed in an incomplete or inaccurate 
manner and request no3fica3on of such correc3ons to the third persons who received your personal 
informa3on;  

  
5. Request dele3on or destruc3on of your personal data in case the reason of processing is no longer 

valid even though we process in compliance with the Law and applicable legisla3on, and request 
no3fica3on of the relevant ac3on to, if any, third persons who are transferred your personal data,   

  
6. File objec3on against unfavourable results obtained through analysis of your personal data using 

automa3c systems only;  
  

7. Claim compensa3on of losses and damages that may arise from illegal processing of your personal 
informa3on  

  
If you wish to exercise one or more of the above-men3oned rights, you can complete the "Data Subject 
Applica3on Form" on our website www.brisa.com.tr and send it to us by the following methods:  
  

• You can send in writing to Kısıklı Cad. Şehit İsmail Moray Sok. No: 2-1 Üsküdar- İstanbul address by 
mail.  

• Use your e-mail address registered in our systems and send an e-mail with your inquiries to e-mail 
address kvk@brisa.com.tr .  

You may send your inquiries to us by other methods specified in Communique on Principles and Procedures 
of Applica3on to Data Controller.   
 
Brisa shall respond to your inquiry as soon as possible and in any case, latest within 30 days.  
You may be asked for addi3onal informa3on to determine whether you are authorised to apply or to respond 
to your request more quickly. Detailed explana3ons on this subject are included in our Data Subject Applica3on 
Form.  
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